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VERBALE DI DELIBERAZIONE DELLA GIUNTA COMUNALE 
 

DELIBERAZIONE N. 57 In data: 24/10/2025 
 

 

L’anno 2025  il giorno 24 del mese di Ottobre  alle ore 09.35, nella sede comunale, DAVIDE 
SANTONASTASO, nominato Sindaco. 

 
 

Assiste il Segretario Comunale Dott.ssa Cristiana Micucci il quale provvede alla redazione del 
presente verbale. 

 
 

All’appello risultano: 
                              

 Nominativo  Presente 

 DAVIDE SANTONASTASO  Sindaco SI 

 MATTIA GIANFELICE  Vice Sindaco NO 

 GINA LUCIANI  Assessore SI 

 LUCIANA FERRERI  Assessore SI 

 ALESSANDRO QUINTILIANI  Assessore SI 

 MASSIMILIANO BRIGNOLA  Assessore SI 
   

   

 

Essendo legale il numero degli intervenuti, assume la presidenza il  Sindaco,  DAVIDE 
SANTONASTASO. 
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LA GIUNTA COMUNALE 

Visto il Regolamento Europeo (UE) n. 2016/679 o GDPR (General Data Protection Regulation) 
entrato in vigore il 25 maggio 2016, recante le nuove norme in materia di protezione delle persone 
fisiche con riguardo al trattamento dei dati personali, nonché le norme relative alla libera 
circolazione di tali dati; 

Visto il Decreto Legislativo n. 101/2018, modificante il Decreto Legislativo n. 196/2003, recante la 
normativa di adeguamento italiana al Regolamento Europeo (UE) n. 2016/679, entrato in vigore il 
19 settembre 2018, direttamente applicabile in ciascuno degli Stati membri dell’Unione Europea, 
entrato in vigore il 25 maggio 2018; 

Considerato che con il Regolamento Europeo (UE) n. /016/679 viene recepito nel nostro 
ordinamento giuridico il “principio di accountability” (obbligo di responsabilizzazione) che impone 
alle Pubbliche Amministrazioni Titolari del trattamento dei dati: 

- di dimostrare di avere adottato le misure tecniche ed organizzative adeguate atte a 
garantire un livello di sicurezza adeguato al rischio, tenendo conto dello stato dell’arte e 
dei costi di attuazione, nonché della natura, dell’oggetto, del contesto e delle finalità del 
trattamento, come anche del rischio di varia probabilità e gravità per i diritti e le libertà 
delle persone fisiche; 

- che i trattamenti siano conformi ai principi e alle disposizioni del Regolamento, 
prevedendo, altresì, l’obbligo del titolare o del responsabile del trattamento della tenuta 
di apposito registro delle attività di trattamento, compresa la descrizione circa l’efficacia 
delle misure di sicurezza adottate; 

- che il registro di cui al punto precedente, da tenersi in forma scritta - o anche in formato 
elettronico, deve contenere una descrizione generale delle misure di sicurezza tecniche e 
organizzative e che su richiesta, il titolare del trattamento o il responsabile del 
trattamento sono tenuti a mettere il registro a disposizione dell’autorità di controllo; 

 

Tenuto Conto, inoltre, che il Regolamento Europeo (UE) n. 2016/679 ha: 

- disciplinato la nuova figura del “Data Protection Officer” (DPO), Responsabile della 
Protezione dei Dati personali che le pubbliche amministrazioni hanno l’obbligo di 
nominare al proprio interno e deve sempre essere “coinvolto in tutte le questioni 
riguardanti la protezione dei dati personali”; 

- rafforzato i poteri delle Autorità Garanti nazionali ed inasprito le sanzioni amministrative a 
carico di imprese e pubbliche amministrazioni, in particolare, in caso di violazioni dei 
principi e disposizioni del Regolamento, le sanzioni possono arrivare fino a 10 milioni di 



euro o per le imprese fino al 2% - 4% del fatturato mondiale totale annuo dell’esercizio 
precedente, se superiore; 

 

Dato Atto che la normativa europea fa carico alle Pubbliche Amministrazioni di non limitarsi alla 
semplice osservanza di un mero adempimento formale in materia di riservatezza, conservazione e 
sicurezza dei dati personali, ma attua un profondo mutamento culturale e concettuale con un 
rilevante impatto organizzativo da parte dell’Ente nell’ottica di adeguare le norme di protezione 
dei dati ai cambiamenti determinati dalla continua evoluzione delle tecnologie (cloud computing, 
digitalizzazione, social media, cooperazione applicativa, interconnessione di banche dati, 
pubblicazione automatizzata di dati on line) nelle amministrazioni pubbliche; 

 

Richiamato il Codice dell’Amministrazione Digitale (C.A.D.), D.lgs. n. 82/2005, così come 
modificato dal D.Lgs. n. 179/2016, che all’art. 51, rubricato “Sicurezza dei dati, dei sistemi e delle 
infrastrutture delle pubbliche amministrazioni”, prevede che “i documenti informatici delle 
pubbliche amministrazioni devono essere custoditi e controllati con modalità tali da ridurre al 
minimo i rischi di distruzione, perdita, accesso non autorizzato o non consentito o non conforme 
alle finalità della raccolta”; 

 

Richiamata la Circolare del 18 aprile 2017, n. 2/2017, pubblicata in G.U. Serie Generale n. 103 del 
5.05.2017, l’Agenzia per l’Italia Digitale (Ag.I.D.), al fine di contrastare le minacce più comuni e 
frequenti cui sono soggetti i sistemi informativi delle Pubbliche Amministrazioni, ha disposto la 
sostituzione della Circolare n.1/2017 (recante “Misure minime di sicurezza ICT per le pubbliche 
amministrazioni”),  con nuove misure minime per la sicurezza informatica, cui le Pubbliche 
Amministrazioni dovevano  conformarsi entro il termine del 31.12.2017; 

 

Visto lo Statuto del Comune di Fiano Romano approvato con Delibera di C.C. n.2 del 01 febbraio 
2001 e modificato con Delibera di C.C. n. 48 del 04 luglio 2011 e ss.mm.ii.; 

 

Vista la Delibera di G.C. n. 72/2024 in vigore dal 26 luglio 2024 di approvazione dell’organigramma 
e l’All. B della Deliberazione di G.C. n. 171 del 22 dicembre 2016 del funzionigramma degli Uffici e 
ss.mm.ii.; 

 

Visto l’Allegato lettera Prot. n. 147 del 03 gennaio 2018, recante Privacy Policy “Disposizioni per 
l’utilizzo dei sistemi informativi e dei servizi informatici del Comune di Fiano Romano”; 

 

Dato Atto che si è ritenuto, procedere all’approvazione Registro delle attività di trattamento in 
materia di privacy, sulla base di un “modello organizzativo” da implementare in base ad una 
ulteriore e approfondita analisi dei rischi e ad un’autovalutazione finalizzata a migliorare le 
strategie volte a presidiare i trattamenti di dati effettuati, abbandonando l’approccio meramente 
formale del D.Lgs. n. 196/2003, limitato alla mera adozione di una lista “minima” di misure di 



sicurezza, realizzando, piuttosto, un sistema organizzativo caratterizzato da un’attenzione 
multidisciplinare alle specificità della struttura e della tipologia di trattamento, sia dal punto di 
vista della sicurezza informatica e in conformità agli obblighi legali, sia in considerazione del 
modello di archiviazione e gestione dei dati trattati. Tutto questo prevedendo, al contempo, non 
solo l’introduzione di nuove figure soggettive e professionali che dovranno presidiare i processi 
organizzativi interni per garantire un corretto trattamento dei dati personali, tra cui la figura del 
Responsabile della Protezione dei dati personali (DPO), ma altresì l’adozione di nuove misure 
tecniche ed organizzative volte a garantire l’integrità e la riservatezza dei dati, la disponibilità e la 
resilienza dei sistemi e dei servizi di trattamento, la disponibilità e l’accesso dei dati personali in 
caso di incidente fisico o tecnico, nonché la verifica e la valutazione dell’efficacia delle misure 
tecniche e organizzative al fine di garantire la sicurezza del trattamento; 

 

Ritenuto, pertanto, ottemperare agli obblighi imposti dal Regolamento Europeo (UE) n. 2016/679  
o GDPR (General Data Protection Regulation) che stabilisce le nuove norme in materia di 
protezione delle persone fisiche con riguardo al trattamento dei dati personali, nonché le norme 
relative alla libera circolazione di tali dati, aggiornando il Registro delle attività di trattamento in 
materia di privacy, il Piano di protezione dei dati personali e gestione del rischio di violazione 
adottato dall’Ente,  

Acquisiti i pareri di regolarità tecnica e finanziaria emessi dai Responsabili dei servizi interessati ai 
sensi dell’art. 49 del D. Lgs 267/2000, che li hanno sottoscritti con firma digitale ed allegati al 
presente provvedimento; 
 
Con votazione che dà il seguente risultato: 
Presenti 5 Assenti 1 (Gianfelice) 
Favorevoli: all’unanimità. 
 

 

DELIBERA 

 

Per i motivi di cui in premessa e che qui si intendono integralmente riportati: 

1. Di Riconoscere quale Titolare del trattamento dei dati il Comune di Fiano Romano nella 
persona del Sindaco Pro Tempore, dott. Davide Santonastaso; 

2. Di Approvare e di Ritenere immediatamente esecutivo il “Modello Organizzativo 
Privacy”, di cui all’Allegato 1, integrato nella presente Delibera, con i relativi allegati; 

3. di demandare ai Dirigenti e posizioni di responsabilità equiparate competenti l’adozione 
delle misure tecnico-organizzative e gestionali derivanti dall’osservanza delle previsioni del 
Regolamento UE n. 2016/679 e necessarie per il rispetto delle nuove norme e delegate dal 
Titolare del Trattamento, come e per quanto individuato nel “Modello organizzativo in 
materia di protezione dei dati personali” approvato al punto 1 del dispositivo e relativi 
allegati; 

4. Di Demandare al Titolare del Trattamento ogni ulteriore atto al fine di ottemperare quanto 
previsto dalla normativa in materia di Privacy e di impegnarsi in un continuo processo di 
monitoraggio e compliance, in coerenza e attraverso gli strumenti che completano la 



“documentazione del sistema di protezione” del Modello Organizzativo Privacy ;   

5. Di Approvare, quale strumento primario per un percorso di accountability, Registro Dei 
Trattamenti Ex Art. 30 G.d.p.r. In Modalità telematica Su Piattaforma Informatica che si 
intende da aggiornare permanentemente in via telematica (salvo diverse determinazioni di 
natura pratica) e che viene allegato, quale parte integrante e sostanziale al presente atto, 

6. Di Ritenere disapplicata ed assorbita ogni regolamentazione contraria del Comune rispetto 
alle previsioni del G.D.P.R.; 

7. Di Dichiarare la presente Deliberazione, stante l’urgenza, immediatamente esecutiva ai 
sensi del comma 4 dell’art.134 del D. Lgs. n. 267/2000 e ss.mm.ii. e di comunicarla al 
Responsabile per la Protezione dei Dati personali nominato ai sensi dell’art. 37 del G.D.P.R.  

 

 

  Allegati: 

1. Modello di Organizzazione per la Protezione dei Dati Personali e Gestione del Rischio di 
Violazione – brevemente denominato “Modello Organizzativo Privacy” ; 

1.1. Registro delle attività di trattamento dei dati, art. 30 del G.D.P.R.; 

1.2. Format per Nomine dei Soggetti Designati, art. 29 del G.D.P.R. e art. 2-quaterdecies D.Lgs. 
n. 196/2003; 

1.3. Format per Nomine dei Soggetti Autorizzati, art. 2-quaterdecies D.Lgs. n. 196/2003; 

1.4. Format per Accordo di Responsabilità Esterna del Trattamento ex art. 28 G.D.P.R. ; 

1.5. Format per Accordo di Responsabilità Esterna del Trattamento per Professionisti ex art. 28 
G.D.P.R.; 

1.6. Informativa Estesa per l’Accesso agli Atti ex L. 241/1990; 

1.7. Modulo di Esercizio dei Diritti dell’Interessato del Trattamento per i diritti di cui al Capo III 
del G.D.P.R.;  

1.8. Misure minime di sicurezza ICT per le Pubbliche Amministrazioni, Direttiva del Presidente 
del Consiglio dei Ministri 1° agosto 2015, Ag.I.D;  
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Ufficio del Segretario Generale

Proposta Nr. /

Oggetto:

Ufficio Proponente:

Estremi della Proposta

10/10/2025

Ufficio Proponente (Ufficio del Segretario Generale)

Data

Parere Favorevole

Parere Tecnico

In ordine alla regolarità tecnica della presente proposta, ai sensi dell'art. 49, comma 1, TUEL - D.Lgs. n. 267 del
18.08.2000, si esprime parere FAVOREVOLE.

Il Responsabile di Settore

Sintesi parere:

10/10/2025Data

Parere Favorevole

Dott.ssa Micucci sostituta di Dott. E.M.G. De Rose

Parere Contabile

In ordine alla regolarità contabile della presente proposta, ai sensi dell'art. 49, comma 1, TUEL - D.Lgs. n. 267 del
18.08.2000, si esprime parere FAVOREVOLE.

Responsabile del Servizio Finanziario

Sintesi parere:



Letto, approvato e sottoscritto con firma digitale da 

 

IL SINDACO 
DAVIDE SANTONASTASO 

IL SEGRETARIO COMUNALE 
DOTT.SSA CRISTIANA MICUCCI 

 

Documento firmato digitalmente ai sensi dell'art. 24 del D.Lgs. n. 82/2005 e depositato presso la sede del
Comune di Fiano Romano. Ai sensi dell'art. 3 del D.Lgs. 39/93 si indica che il documento è stato firmato da:

SANTONASTASO DAVIDE in data 05/11/2025
MICUCCI CRISTIANA in data 04/11/2025


